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The study of the group key agreement protocol using DHCP
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<Abstract>

For sharing a secret key commonly available among members of a group, a secure group
key agreement protocol should be established. Referring preceding research focusing
key sharing security, this study proposes a new protocol, especially assuming to be
applied on LAN, and implements it along with the dynamic host configuration function
of DHCP. The proposed protocol makes it possible to share the group key with sufficient
length in terms of security, and to improve efficiency on both terminal management

and user authentication, compared to conventional group key agreement protocols



